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1. Introduccion: La presente Politica de Proteccién de Datos Personales, establece los
lineamientos y procedimientos que Logikard c.a. seguira para garantizar la proteccion,
privacidad y seguridad de los datos personales de sus clientes, empleados, proveedores
y cualquier otra persona fisica cuyos datos personales sean tratados por Logikard, en
conformidad con la Ley Organica de Proteccion de Datos Personales del Ecuador
(LOPDP).

Logikard C.A Unicamente recopila informacion personal para la contratacion de sus
empleados y de sus proveedores, previa autorizacion,

2. Objetivo y Alcance: El objetivo de esta Politica es garantizar que los datos personales
sean recolectados, almacenados, tratados, utilizados y protegidos de acuerdo con los
principios y disposiciones establecidos en la LOPDP, garantizando el derecho a la
privacidad y proteccion de los datos personales de todas las personas con las que
Logikard interactia. Es aplicable a todos los empleados, contratistas, proveedores.

3. Principios para el tratamiento de datos personales:

3.1 El tratamiento es una actividad regulada que debe sujetarse a lo establecido en la
Ley y en las demas disposiciones que la desarrollen y los datos personales seran
tratados de manera licita, justa y transparente.

3.2 El tratamiento obedece la finalidad legitima enunciada y de acuerdo con la
LOPDP, la cual debe ser informada al titular. Los datos personales se recopilaran
con esos fines especificos, explicitos y legitimos, y no seran tratados de manera
incompatible con dichos fines.

3.3 El tratamiento sélo puede ejercerse con el consentimiento, previo, expreso e
informado del titular. Los datos personales no podran ser obtenidos o divulgados
sin previa autorizacién, o en ausencia de mandato legal o judicial que releve el
consentimiento.

3.4 La informacion sujeta a tratamiento por el responsable del tratamiento o
Encargado del Tratamiento, se deber4 manejar con las medidas técnicas,
humanas y administrativas que sean necesarias para otorgar seguridad a los
registros evitando su adulteracion, pérdida, consulta, uso o acceso no autorizado
o fraudulento.

3.5 Todas las personas que intervengan en el Tratamiento de datos personales que
no tengan la naturaleza de publicos estan obligadas a garantizar la reserva de la
informacion, inclusive después de finalizada su relacion con alguna de las labores
gue comprende el Tratamiento, pudiendo sélo realizar suministro 0 comunicacion
de datos personales cuando ello corresponda al desarrollo de las actividades
autorizadas.
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Tratamiento de datos personales:

A través de los sitios web y aplicativos internos recopilamos, almacenamaos, utilizamos y
comunicamos datos personales de potenciales colaboradores, colaboradores,
prestadores de servicios, posibles proveedores, proveedores y terceros para los
siguientes propositos:

4.1 Datos de usuarios, posibles clientes y clientes:

Atencion al cliente, a través de cualquiera de los canales disponibles, incluyendo
herramientas, dispositivos y/o aplicaciones para la gestion de Productos y Servicios.
Generacion de ofertas, desarrollo, cumplimiento y ejecucién del contrato, soporte
comercial y de seguimiento y/o gestion del mantenimiento de productos o servicios.
Procesos operativos de la empresa como: Contabilidad y facturacion, gestién y control de
gastos y de impuestos, tratamiento de informacion para la gestién de la calidad, reportes
de andlisis de calidad, realizacién de auditorias y seguimiento de planes de accion.
Gestidn juridica operativa de la empresa y atencion a requerimientos y procedimientos
judiciales, extrajudiciales y/o administrativos.

Ejecucién y comunicacién de 6rdenes de autoridades competentes y conservacion de
datos personales con fines de investigacion judicial.

Marketing y comunicaciones directas para la gestion, asi como para la promocion,
adquisicion o retencién de los productos ofertados.

4.2 Datos de proveedores:

Contacto.

Gestidn de preseleccion, seleccion y calificacion de proveedores.
Instrumentacion de contrato.

Soporte a incidencias por continuidad de negocio.

Monitoreo de prestacion del servicio y/o entrega del producto contratado
Cumplir con las obligaciones legales, contractuales y normativas aplicables

4.3 Datos de colaboradores.

Proceso administrativo de seleccién y/o vinculacion laboral.

Gestion de némina y beneficios del colaborador.

Gestion de induccion y capacitaciones.

Evaluacién del desempefio y clima laboral.

Elaboracion de planes de carrera'y promocion de los colaboradores.
Cumplir con las obligaciones legales, contractuales y normativas aplicables.
Seguridad y salud ocupacional.
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5. Derechos de los Titulares de los Datos

e La Empresa reconoce y respeta los derechos de los titulares de los datos personales,
segun lo dispuesto en la LOPDP, incluyendo:

* Derecho de acceso: El titular tiene derecho a obtener confirmacién de si se estan tratando
0 no sus datos personales y, en caso afirmativo, acceder a los mismos.

e Derecho de rectificacion: El titular tiene derecho a solicitar la correccién de datos
personales inexactos o incompletos.

e Derecho de eliminacion: El titular tiene derecho a solicitar la eliminacién de sus datos
personales cuando ya no sean necesarios para los fines para los cuales fueron
recopilados, o cuando retire su consentimiento.

* Derecho de oposicion: El titular tiene derecho a oponerse al tratamiento de sus datos
personales por motivos relacionados con su situacion particular.

6. Medidas para precautelar la seguridad de los datos personales.

Logikard C.A implementa controles de seguridad en los sistemas de informacion que gestionan
datos personales para asegurar su confidencialidad, integridad y disponibilidad. Nuestros
servicios y productos incluyen funciones solidas de seguridad para detectar y bloquear
amenazas, mitigando asi riesgos e impactos en la proteccién constante de la informacion.

Para este proposito se han implementado entre otras las siguientes herramientas tecnoldgicas
asi como procedimentales:

AntiSpam y Antiphishing (Monitoreo de correos no deseados)
Antivirus (Endpoint y Servidores monitoreados)

Escaneo de vulnerabilidades y Pentesting en nuestra red informatica.
Estandares de seguridad fisica y légica PCI-CPP

Normativa 1SO27001:2022 / Normativa 1SO22301:2019

Estricto cumplimiento de procedimientos internos.

7. Modificaciones a la Politica

La Empresa se reserva el derecho de modificar la presente Politica en cualquier momento.
Cualquier cambio sustancial sera comunicado a los titulares de los datos de manera oportuna.
8. Datos de contacto como responsable de tratamiento de datos personales

Logikard C.A pone a disposicion nuestros datos de identidad, domicilio y contacto:

e RUC: 1791321278001
¢ Domicilio: Pasaje Terranova OE-1089 y General Eloy Alfaro
e Correo electrénico: datospersonales@Iogikard.com
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